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Co warto wiedzie¢ zanim przeczytasz Regulamin

1. W Regulaminie okreslilismy zasady korzystania z aplikacji mobilnej. Zapoznaj sie z nim zanim rozpoczniesz
korzystanie z ustugi.
2. W Regulaminie uzywamy zwrotéw typu , Ty”, ,my”:

1) jesli piszemy w formie , Ty” (Twdj, Ciebie, Ci, itp.) — mamy na mysli Ciebie, jako naszego klienta.
Stosujemy taka zasade rowniez wtedy, gdy uzywamy takich zwrotéw jak np. ,mozesz”,
,korzystasz”, ,masz obowigzek”;

2) jesli piszemy w formie ,my” — mamy na mysli Bank Spétdzielczy w Ropczycach; stosujemy taka
zasade réwniez wtedy, gdy uzywamy takich zwrotéw jak np. ,prowadzimy”, ,zmieniamy”,
,mamy obowigzek”.

3. W sekcjach oznaczonych symbolem informacji | objasniamy dodatkowe wyjasnienia zapiséw
Regulaminu.

4. Regulamin udostepniamy Ci w naszej aplikacji mobilnej oraz na naszej stronie internetowej. Mozesz go
pobraé i zapisac plik lub wydrukowac.

Ul

Masz obowigzek przestrzegaé Regulaminu.

o

Stownik najwazniejszych pojec¢ znajdziesz na koricu Regulaminu.

Kto moze korzystaé z aplikacji mobilnej

7. Mozesz korzystac z aplikacji mobilnej, jezeli:

1) jestes naszym klientem lub

2) jestes petnomocnikiem ogdlnym do rachunku lub

3) posiadacz rachunku upowaznit Cie do dysponowania nim.
8. Aby korzystac z aplikacji mobilnej musisz:

1) podac nam aktualny numer telefonu komdrkowego;
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10.

11.

12.

13.

2) posiadac urzadzenie mobilne, ktére powigzesz z numerem telefonu operatora sieci telefonii
komoérkowej, ktory dziata na terenie Polski i spetnia wymagania techniczne dotyczace instalacji i
korzystania z aplikacji mobilnej;

3) pobradizainstalowaé na urzadzeniu mobilnym aplikacje mobilng;

4) zapoznac sie z Regulaminem i zaakceptowac go.

Aplikacji mobilnej nie udostepniamy:

1) osobom ponizej 13. roku zycia;

2) osobom catkowicie ubezwtasnowolnionym.

Jezeli jestes przedstawicielem ustawowym osoby niepetnoletniej, ktéra ukonczyta 13. rok zycia, mozemy
jej udostepni¢ aplikacje mobilng na jej rachunku do wysokosci limitu zwyktego zarzadu. Potrzebujemy na
to Twojej zgody.

Transakcje ptatniczg wykonang przez niepetnoletniego, o ktérym mowa wyzej uznamy za mieszczacg sie
w limicie zwyktego zarzadu, jesli jej warto$é, facznie z wezesniejszymi transakcjami w danym miesigcu
kalendarzowym, nie przekroczy sredniego miesiecznego wynagrodzenia w sektorze przedsiebiorstw bez
nagrod z zysku za ubiegty rok, ogtaszanego przez Prezesa GUS, chyba ze sagd zdecyduje inaczej.

Jezeli jeste$ przedstawicielem ustawowym osoby niepetnoletniej, ktéra ukonczyta 13. rok zycia lub
ubezwtasnowolnionej, to wyjasnij jej zasady korzystania z aplikacji mobilnej, a przede wszystkim zasady
bezpieczenstwa, ktdre okreslilismy w tym Regulaminie i Umowie oraz ze moze korzystac z tej aplikacji:

1) wyltacznie do wysokosci dostepnych $rodkdw na rachunku;

2) wramach dziennych limitéw transakcji;

3) w ramach limitu zwyktego zarzadu, w danym miesigcu.

Z chwila, gdy aktywujesz aplikacje mobilng, zgadzasz sie na jej uzywanie zgodnie z zawartg z nami umowa.
Uzytkownik, ktéry ma petnomocnictwo ogdlne do rachunku lub upowaznienie do dysponowania
rachunkiem od posiadacza rachunku réwniez moze korzystac z aplikacji mobilnej. Uzytkowanie aplikacji
odbywa sie zgodnie z tym regulaminem. W sprawach, ktére nie sg opisane w tym regulaminie,
obowigzuje Regulamin otwierania i prowadzenia rachunkéw bankowych.

Jak aktywujesz aplikacje mobilng

14.

15.

Korzystamy z aplikacji mobilnej o nazwie ,Nasz Bank”. Aplikacje musisz pobra¢ na urzadzenie mobilne:
1) zsystemem operacyjnym Android ze sklepu Google Play;
2) z systemem operacyjnym iOS ze sklepu App Store.
Aby aktywowac aplikacje mobilng, musisz zaakceptowac¢ Regulamin, co oznacza Twojg zgode na
korzystanie z niej. Akceptujgc ten Regulamin, zgadzasz sie tez, ze mozemy przekazywac informacje objete
tajemnicg bankowg, zgodnie z prawem, aby umozliwi¢ Ci korzystanie z aplikacji mobilnej i wykonywanie
transakcji ptatniczych. Te informacje mogg by¢ przekazywane do Krajowej Izby Rozliczeniowej S.A.

I Gdy korzystasz z aplikacji mobilnej, Twoje dane i informacje, ktdre s3 tajemnicg bankowa, o ktorej

mowa w art. 104 ustawy z dnia 29 sierpnia 1997 r. Prawo bankowe, mogqg by¢ przekazywane do nas
oraz Krajowej Izby Rozliczeniowej S.A. Jest to konieczne, aby aplikacja mobilna dziatata poprawnie,
zwtlaszcza przy rozliczaniu transakgji.
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16. Aby aktywowa¢ aplikacje, musisz uzy¢ swoich danych do logowania, ktérych uzywasz w bankowosci

17.

18.

internetowej. Mozesz to zrobié¢ za pomocg bankowosci internetowej lub bezposrednio na urzadzeniu
mobilnym.

Jezeli chcesz aktywowaé aplikacje za pomocg bankowosci internetowej musisz postepowaé w
nastepujacy sposob:

1) na urzadzeniu mobilnym podaj identyfikator bankowosci internetowej oraz nadaj nazwe
uzytkownika aplikacji;

2) zaloguj sie do bankowosci internetowej;

3) dodaj urzadzenie mobilne do bankowosci internetowej jako zaufane urzgdzenie;

4) zaakceptuj tresc tego regulaminu;

5) dokonaj autoryzacji zlecenia poprzez uzycie kodu SMS otrzymanego na numer telefonu
komérkowego, ktdry nam podates do kontaktu lub jesli masz juz zainstalowang aplikacje mobilng
na innym urzadzeniu zaakceptuj w aplikacji mobilnej;

6) zeskanuj kod QR, ktéry pojawi sie w trakcie dodawania urzadzenia mobilnego w bankowosci
internetowej;

7) ustal i potwierdz e-PIN do aplikacji mobilne;j.

Jesdli chcesz aktywowal aplikacje bezposrednio na urzadzeniu mobilnym musisz postepowaé w
nastepujacy sposéb:

1) ztéz oswiadczenie, ze jestes jedynym uzytkownikiem urzadzenia, na ktdrym aktywujesz aplikacje
mobilng;

2) wybierz z dostepnej listy lub wyszukaj ,,Bank Spétdzielczy w Ropczycach”;

3) wpisz identyfikator bankowosci internetowej oraz potwierdz hastem;

4) zaakceptuj tresc tego regulaminu;

5) dokonaj autoryzacji dodania urzgdzenia mobilnego;

6) nadaj nazwe uzytkownika;

7) ustal i potwierdz e-PIN do aplikacji mobilnej.

Co umozliwia aplikacja mobilna i w jaki spos6b mozesz z niej korzystaé

19.

20.

21.

22.

23.

Aplikacja mobilna pozwala na korzystanie z produktéw i ustug np. dokonywanie transakcji ptatniczych z
rachunku.

Mozesz réowniez sktadac w aplikacji rézne wnioski i prosi¢ o nowe ustugi, np. o ustuge BLIK. Pamietaj, ze
z ustugi BLIK mozesz korzysta¢, jesli jestes posiadaczem, petnomocnikiem lub uzytkownikiem aplikacji
mobilnej rachunku przeznaczonego dla oséb fizycznych, oséb fizycznych prowadzacych dziatalnos¢
gospodarczg lub rolniczg. Zasady korzystania z ustugi BLIK przedstawiamy w ,Regulaminie korzystania z
ustugi BLIK dostepnej w aplikacji mobilnej Nasz Bank w Banku Spétdzielczym w Ropczycach”, ktory
udostepniamy w naszych placdwkach oraz na naszej stronie internetowe;.

Po aktywacji aplikacji i ustawieniu e-PIN mozesz wybraé sposdb logowania. Mozesz zalogowa¢ sie do
aplikacji, uzywajac e-PIN-u lub danych biometrycznych, takich jak odcisk palca.

Aby korzystac z identyfikacji biometrycznej, musisz wigczy¢ te funkcje na zaufanym urzadzeniu mobilnym
oraz zarejestrowac swoje dane biometryczne. Dodatkowo, funkcje t3 musisz aktywowaé w aplikacji
mobilnej. Aplikacja mobilna nie przetwarza Twoich danych biometrycznych.

Mozesz korzystac z aplikacji mobilnej wytgcznie na zaufanym urzadzeniu mobilnym. Podczas aktywacji
aplikacji wymagane jest umieszczenie urzgdzenia mobilnego na liscie zaufanych urzadzen mobilnych w
bankowosci internetowej.
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24,

25.

26.

27.

28.

29.

30.

31.

Dodanie urzgdzenia mobilnego do listy zaufanych urzadzen skutkuje tym, ze kazdorazowo, w przypadku
logowania sie do aplikacji mobilnej i autoryzacji dyspozycji weryfikujemy czy z urzadzenia mobilnego
korzysta wytacznie uprawniony uzytkownik. W tym celu sprawdzamy okreslone cechy tego urzadzenia.
Pozwalamy na rejestracje aplikacji mobilnej maksymalnie na czterech urzadzeniach jednoczesnie. Gdy
dodasz nowe urzadzenie do listy zaufanych, zawsze sprawdzimy, czy loguje sie na nie uprawniony
uzytkownik. W tym celu badamy okreslone cechy tego urzadzenia. Informacje o urzadzeniach na jakich
zostata aktywowana aplikacja mozesz odczytaé w systemie bankowosci internetowej, gdzie wyswietlane
sg nazwy urzadzen mobilnych.
Jesli musisz zmienic¢ swoje zaufane urzgdzenie mobilne, zréb to w nastepujgcy sposdb:

1) na nowym urzadzeniu zainstaluj aplikacje mobilng;

2) aktywuj aplikacje;

3) dodaj nowe urzadzenie do zaufanych;

4) w bankowosci internetowej odtgcz poprzednie urzadzenie od swojego konta.
Nie ma mozliwosci tymczasowego zablokowania aplikacji. Mozna usung¢ uzytkownika aplikacji mobilnej
W nastepujacy sposdb:

1) jesli wpiszesz e-PIN trzy razy Zle, Twdj profil zostanie usuniety z urzadzenia mobilnego;

2) w opcji ,Ustawienia” aplikacji mobilnej;

3) z poziomu bankowosci internetowej;

4) w naszej placéwce.
Jesli wytaczysz aplikacje na zaufanym urzgdzeniu mobilnym oznacza to, ze cofasz zgode na korzystanie z
aplikacji na tym urzadzeniu.
Jesli nie uda Ci sie zalogowac¢ za pomocg danych biometrycznych, musisz uzyé e-PIN-u, aby wejs¢ do
aplikacji mobilnej.
Jesli wprowadzisz btedny e-PIN do aplikacji mobilnej trzy razy, Twdj profil na tym urzadzeniu zostanie
usuniety. Dostep do aplikacji uzyskasz, gdy na nowo aktywujesz go na tym urzadzeniu.
Swoje dyspozycje sktadane w aplikacji musisz potwierdzié, uzywajgc swoich danych logowania tj. e-PIN u
lub danych biometrycznych. Zawsze sprawdzamy, czy zlecenie pochodzi z zaufanego urzadzenia
mobilnego.

32 Transakcje ptatnicze mozesz realizowac w ramach okreslonych przez nas limitéw maksymalnych. Limity

33.

34.

te mogg by¢ rdéine dla poszczegdlnych typdéw rachunkéw. Domyslne limity transakcji ptatniczych
podajemy na stronie internetowej banku. Mozesz zmienié te limity w bankowosci internetowej, w
granicach okreslonych limitéw maksymalnych.
Musimy zablokowa¢ dostep do aplikacji mobilnej, gdy:
1) zamkniesz rachunek;
2) odwotasz pethomocnictwo ogdlne;
3) ztozysz dyspozycje zablokowania lub dezaktywacji aplikacji;
4) 3-krotnie wprowadzisz nieprawidtowy e-PIN do aplikacji.
Mozemy czesciowo ograniczy¢ lub zablokowac dostep do aplikacji mobilnej oraz czasowo wstrzymac
wykonanie zlecen, gdy:
1) mamy podejrzenie, ze dyspozycje sktadajg osoby nieuprawnione;
2) mamy podejrzenie przechwycenia danych dostepowych przez ztosliwe oprogramowanie;
3) mamy podejrzenie wykorzystywania danych dostepowych przez oprogramowanie
automatycznie logujace sie z duzg czestotliwoscig;
4) mamy podejrzenie wykorzystywania systeméw lub rachunkéw w sposdb niezgodny z
obowigzujgcymi przepisami prawa;
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5)

6)

7)
8)

9)

mamy podejrzenie podejmowania dziatan, ktére moga zagrazaé bezpieczenstwu systemu i
danych, ktére sg w nim przechowywane;

mamy podejrzenie, ze aplikacja mobilna lub zaufane urzadzenie mobilne zostato uzyte w
niewtasciwy sposdéb, dane logowania zostaty uzyte bez zgody lub ktos celowo wprowadzit
nieautoryzowang transakcje;

posiadamy informacji o zagrozeniu bezpieczenistwa dyspozycji;

wykonujemy prace konserwacyjne aplikacji mobilnej lub innych systemdéw komputerowych,
ktore sg zwigzane z korzystaniem z aplikacji. Wczesniej poinformujemy Ciebie o planowanych
pracach na swojej stronie internetowej;

wykonujemy prace, aby naprawié awarie, usterki lub problemy w dziataniu aplikacji lub innych
systemow komputerowych, ktére sg z nig zwigzane.

35. Mozemy zdjgé ograniczenie lub blokade dostepu do aplikacji, jesli ztozysz wniosek o nowe dane do
logowania. Dotyczy to sytuacji opisanych w podpunktach od 1) do 7), punktu 34.

36. W sytuacjach opisanych w punktach od 8) do 9), punktu 34. dostep do aplikacji moze by¢ na krotko
ograniczony lub zablokowany. Blokada trwa tylko tyle, ile potrzebujemy do usuniecia problemu.

37. Za pomocg komunikatow w Aplikacji Mobilnej bedziemy Cie informowaé o planowanych pracach

serwisowych.

Jakie s zasady bezpieczenstwa

38. Jesli korzystasz z aplikacji mobilnej, przestrzegaj naszych zalecen dotyczacych bezpieczenstwa.

39. Zasady bezpiecznego korzystania z ustug bankowych znajdziesz na naszej stronie internetowej, a

najwazniejsze z nich to:

1)

2)

3)

4)
5)

6)

7)
8)

9)

nie udostepniaj osobom nieuprawnionym: urzadzenia mobilnego, na ktéorym masz aplikacje
mobilng z ustuga BLIK, kodu BLIK, e-PIN-u do aplikacji mobilnej;

chron i przechowuj osobno urzgdzenie mobilne z aplikacjg mobilng, e-PIN oraz inne dane stuzgce
do odblokowania urzadzenia mobilnego lub dostepu do aplikacji mobilnej;

jak najszybciej zgto$ nam utrate, kradziez, przywtaszczenie lub nieuprawnione uzycie urzagdzenia
mobilnego, na ktdrym znajduje sie aplikacja mobilna z ustugg BLIK;

aktualizuj system operacyjny urzgdzenia mobilnego oraz aplikacje mobilng;

korzystaj z oprogramowania antywirusowego, wraz z aktualizacjami, ktdére chroni przed
ztosliwym oprogramowaniem;

unikaj korzystania z ustugi z wykorzystaniem publicznych sieci WiFi (hotspot). Oprogramowanie
w takich sieciach moze zbieraé Twoje dane bez Twojej wiedzy;

zwracaj uwage na ostrzezenia i komunikaty przegladarki podczas korzystania z Internetu;
zabezpiecz dostep do urzadzenia mobilnego, na ktédrym korzystasz z ustugi BLIK, hastem, kodem
e-PIN-m lub biometrig (np. odciskiem palca);

nie przekazuj nikomu swoich haset oraz danych do logowania;

10) nie uzywaj tego samego hasta do réznych stron internetowych lub aplikacji;

11) nie uzywaj adresu lub linku przestanego w wiadomosci e-mail od nieznanych nadawcéw. Mogg

one prowadzi¢ do fatszywych stron, ktére moga wytudzi¢ Twoje dane;

12) nie instaluj oprogramowania z niepewnych zrddet.

40. Okreslamy jakie zasady musi spetniac¢ e-PIN do aplikacji mobilnej. Informujemy o tym, gdy ustalasz lub

zmieniasz e-PIN.
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41.

42.

43.

44,

45.

46.

Utrate, kradziez, przywtaszczenie lub nieuprawnione uzycie zaufanego urzgdzenia mobilnego lub aplikacji
musisz zgtosi¢ w naszej dowolnej placowce. Mozesz zadzwonic¢ do nas w godzinach naszej pracy. Numery
telefonu oraz godziny pracy znajdziesz na naszej stronie internetowe;.

Po otrzymaniu zgtoszenia, zablokujemy dostep do aplikacji mobilnej. To sprawi, ze nie bedziesz mogt
korzystac z aplikacji na zaufanym urzadzeniu mobilnym.

Jezeli utracisz zaufane urzadzenie mobilne, musisz w serwisie bankowosci internetowej usungc¢ to
urzadzenie.

Odpowiadasz za udostepnienie zaufanego urzgdzenia mobilnego, aplikacji mobilnej lub e-PIN-u, innym
osobom.

Musisz korzystac z aplikacji mobilnej pochodzacej z zaufanych zrédet, czyli tylko ze sklepdw Google Play
i App Store.

Podczas korzystania z aplikacji, komunikacja miedzy zaufanym urzadzeniem mobilnym, a naszym
serwerem jest chroniona. Uzywa sie do tego specjalnego protokotu SSL oraz certyfikatu, ktory
potwierdza, ze serwer bankowy jest prawdziwy.

Jak mozesz ztozyc reklamacje

47.

Szczegdtowe zasady sktadania i rozpatrywania reklamacji oraz dostepne metody rozwigzywania
ewentualnych spordw znajdziesz w Regulaminie otwierania i prowadzenia rachunkéw bankowych.

Co jeszcze warto wiedziec

48.

49.

50.

51.

52.

W sprawach, ktérych nie uregulowaliémy w tym Regulaminie obowigzujg postanowienia Umowy i jej
zatgcznikdéw oraz postanowienia Regulaminu otwierania i prowadzenia rachunkéw bankowych.
Mozemy pobieraé optaty i prowizje za prowadzenie rachunku i inne ustugi, ktére wykonujemy na
podstawie Umowy. Ich spis i zasady pobierania znajdziesz w Taryfie lub w Regulaminie otwierania
prowadzenia rachunkéw, ktdre sg zatgcznikami do Umowy.

Regulamin mozemy zmieni¢ w trybie i na zasadach, ktdre sg wtasciwe dla zmiany Umowy lub Regulaminu
otwierania i prowadzenia rachunkéw.

Umowe w zakresie aplikacji mobilnej mozemy rozwigza¢ w trybie i na zasadach wtasciwych dla
rozwigzania Umowy. Rozwigzanie Umowy w zakresie aplikacji mobilnej, w tym w wyniku wypowiedzenia
lub sprzeciwu, nie wymaga réwnoczesnego rozwigzania Umowy.

Szczegdty dotyczace dostepnosci naszej ustugi znajdziesz w dokumencie, ktory wyjasnia jak z niej
skorzystad i jak spetnia ona wymagania dostepnosci. W Regulaminie otwierania i prowadzenia rachunkéw
bankowych informujemy Cie, kiedy i gdzie bedziesz mdgt sie z nim zapoznac.

Stownik najwazniejszych poje¢ uzywanych w Regulaminie

53.

Uzyte w niniejszym regulaminie definicje majg nastepujace znaczenie:

1) aplikacja mobilna/aplikacja — nasza aplikacja mobilna, dzieki ktérej mozesz korzystac z systemu
bankowosci elektronicznej, w ramach systemu bankowosci mobilnej. Ta aplikacja stuzy m.in. do
obstugi ustugi BLIK, dzieki ktorej mozesz wykonywaé ptatnosci przy uzyciu kodu BLIK;

2) dane biometryczne — zapis Twoich indywidualnych cech, np. odcisku palca, obrazu teczéwki oka,
wizerunku twarzy, barwy gtosu;
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3) e-PIN—kod, ktory zawiera od 5 do 20 znakow, jest to poufny numer ustalony przez Uzytkownika,
ktory stuzy do silnego uwierzytelnienia Uzytkownika w systemie bankowosci mobilnej;

4) indywidualne dane uwierzytelniajgce — indywidualne dane, ktére zapewniamy Uzytkownikowi
lub Uzytkownikowi karty do celdw uwierzytelnienia;

5) kod BLIK — jednorazowy szesciocyfrowy kod generowany w aplikacji mobilnej, stuzacy do
realizacji transakcji BLIK przez uzytkownika aplikacji mobilnej;

6) ,,my” — Bank Spétdzielczy w Ropczycach, ktory udostepnia aplikacje mobilng swoim klientom na
podstawie Umowy;

7) nasza strona internetowa — bsropczyce.pl, strona, na ktérej dostepne sg m.in. aktualne wersje
Regulaminu, Tabeli oprocentowania, Taryf;

8) osoby nieuprawnione — s3 to osoby, ktdére nie sg uzytkownikami aplikacji mobilnej na danym
urzadzeniu mobilnym;

9) petnomocnictwo ogdlne — upowaznienie osoby fizycznej przez posiadacza rachunku do
dysponowania jego rachunkiem w takim zakresie jak posiadacz rachunku, w tym do jego
zamkniecia, jesli petnomocnictwo to umozliwia;

10) posiadacz rachunku — osoba fizyczna, osoba prawna lub jednostka organizacyjna, ktéra ma
zdolnos¢ prawng, ktdra zawarta z nami Umowe. W przypadku rachunku wspdlnego jest to kazdy
ze wspotposiadaczy rachunku;

11) rachunek bankowy/rachunek — rachunek oszczednosciowo-rozliczeniowy, rachunek
rozliczeniowy biezacy lub pomocniczy prowadzony w ztotych polskich przez nas na rzecz
posiadacza rachunku, stuzgcy do wykonywania transakcji, przechowywania srodkéw pienieznych
oraz prowadzenia rozliczen;

12) Regulamin rachunkéw - odpowiednio Regulamin otwierania i prowadzenia rachunkow
bankowych dla klientéw indywidulanych — w zakresie klientéw indywidulanych lub Regulamin
otwierania i prowadzenia rachunkéw bankowych dla klientéw instytucjonalnych — w zakresie
klientéow instytucjonalnych;

13) system BLIK — polski schemat ptatnosci mobilnych, ktéry umozliwia naszym klientom
korzystajacym z aplikacji mobilnej dokonywanie transakcji BLIK;

14) system bankowosci elektronicznej — system, ktdory pozwoli Ci na dostep do rachunkow
bankowych oraz innych produktéw bankowych u nas za pomocg systemu bankowosci
internetowej oraz systemu bankowosci mobilnej;

15) system bankowosci internetowej — czes¢ systemu bankowosci elektronicznej, ktéra pozwoli Ci na
dostep do rachunkéw bankowych oraz innych produktéw bankowych przez przegladarke
internetowa. Do systemu zalogujesz sie z poziomu naszej strony internetowej;

16) system bankowosci mobilnej — czes¢ systemu bankowosci elektronicznej, ktéra pozwoli Ci na
dostep do rachunkéw bankowych oraz innych produktéw bankowych przez naszg aplikacje
mobilng. Aplikacje mozesz pobra¢ ze sklepu internetowego odpowiedniego dla Twojego
urzadzenia mobilnego;

17) Taryfa — Taryfa opfat i prowizji, ktdra jest zatgcznikiem do Umowy, odpowiednio Taryfa optat i
prowizji bankowych dla klientéw indywidualnych — w zakresie klientéw indywidulnych i Taryfa
optat i prowizji bankowych dla klientéw instytucjonalnych — w zakresie klientow
instytucjonalnych;

18) transakcja ptatnicza — to zainicjowana przez Ciebie wptata, wyptata lub transfer srodkow
pienieznych;

19) "Ty” — osoba fizyczna, osoba prawna lub jednostka organizacyjna niebedaca osobg prawng,
ktdrej przepisy przyznajg zdolnosé prawng, korzystajgca z naszej oferty w zakresie Rachunku
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bankowego (w tym posiadacz rachunku, petnomocnik ogdlny, przedstawiciel ustawowy,
reprezentant, uzytkownik aplikacji mobilnej);

20) Umowa — Umowa o rachunek lub Umowa ramowa tj. o prowadzenie rachunku wraz z innymi
produktami i ustugami bankowymi;

21) urzadzenie mobilne/urzadzenie — wielofunkcyjne urzadzenie przenosne z dostepem do
Internetu, taczace w sobie funkcje komputera i/lub telefonu komaérkowego;

22) ustuga BLIK — ustuga umozliwiajgca dokonywanie transakcji BLIK;

23) uzytkownik aplikacji mobilnej/uzytkownik — posiadacz rachunku, osoba ktéra moze dysponowac
rachunkiem jako petnomocnik ogdlny lub osoba upowazniona przez posiadacza rachunku do
dysponowania rachunkiem, ktéra ma dostep do naszego systemu bankowosci elektronicznej
przez aplikacje mobilng;

24) zaufane urzadzenie mobilne urzgdzenie mobilne z dostepem do Internetu, na ktérym dokonano
aktywacji aplikacji, zarejestrowane w systemach Banku przez uzytkownika, ktérego jest on
jedynym uzytkownikiem, wykorzystywane w celu silnego uwierzytelnienia
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